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In the past decade…

https://www.washingtonpost.com/technology/2019/10/29/school-apps-track-students-classroom-bathroom-parents-are-struggling-keep-up/?arc404=true
https://www.insidehighered.com/digital-learning/article/2019/01/16/study-offers-data-show-moocs-didnt-achieve-their-goals
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In the past decade…

https://www.washingtonpost.com/technology/2019/10/29/school-apps-track-students-classroom-bathroom-parents-are-struggling-keep-up/?arc404=true
https://www.insidehighered.com/digital-learning/article/2019/01/16/study-offers-data-show-moocs-didnt-achieve-their-goals
https://www.washingtonpost.com/technology/2019/12/26/we-picked-most-influential-technologies-decade-it-isnt-all-bad/
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Data in our day - to - day lives

Information we collect
“Geolocation data. Physical location  or 
movements. Sensory data. Audio, electronic, 
visual, or similar information. Commercial 
information. Records of products or services 
purchased, obtained, or considered, or other 
purchasing or consuming histories or 
tendencies”
Apalon Alarm Clock Privacy Policy
https://www.apalon.com/privacy_policy.html

How we use personal data
“We manually review short snippets of a small sampling of voice data 
we have taken steps to  de-identify to improve our speech services such 
as recognition and translation.”
Microsoft (Teams) Privacy Policy
https://privacy.microsoft.com/en-gb/privacystatement

Information you provide us
“To help improve your experience or enable certain features of the Services, you may choose to provide us with 
additional information, like your logs for food, weight, sleep, water, or female health tracking; an alarm;  and 
messages on discussion boards or to your friends on the Services.”
FitBit Privacy Policy
https://www.fitbit.com/global/us/legal/privacy-policy
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How do we process personal data?
“We may also associate information that we learn about you 
through your and your contacts’ use of the Services, and 
information you and others provide, to suggest people you m  
know or may want to transact with through our Services.”
Paypal Privacy Policy
https://www.paypal.com/webapps/mpp/ua/privacy-full

We personalize your  experience
“We can customize the organization of stories we present to  you 
by considering our knowledge of your interests within the 
NYTimes: eg., what articles you have visited, which NYT 
newsletters you’re subscribed to, and which columnists you 
follow. We believe your reading history is a powerful indicator of 
stories and topics that are important to you.”
New York Times Personalization FAQ
https://help.nytimes.com/en-us/articles/360003965994-
Personalization

Tracking technologies
“Our third party partners may use technologies such as cookies to 
gather data about your activities within the Products to deliver 
such advertising to you, such as retargeting ads. We are not 
always able to respond to do-not-track signals.”
Headspace privacy policy
https://www.headspace.com/privacy-policy

The types of personal data we use
“We also collect information regarding your use of the 
Platform, e.g. how  you engage with the Platform, including 
how often you use the Platform and how you interact with 
content we show you, the ads you view, videos you watch and 
problems encountered, the content you like, the content you 
save to “Favourites”, the words you search and the users you 
follow.”

TikTok Privacy Policy
https://www/tiktok.com/legal/privacy-policy
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What does this mean for real people?
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So how did we get here?
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Defining Privacy



Privacy is not one thing, but a cluster of 
many distinct yet related things. Privacy 
involves the control, use, and disclosure 

of personal information. It involves issues 
such as surveillance, online gossip, 
identity theft, data security, online 

behavioral advertising, Big Data, access 
to records, use of cloud computing 

services, and much more.

- Daniel Solove



pipc.tech

Carnegie Mellon Privacy Illustrated

http://cups.cs.cmu.edu/privacyillustrated/

http://cups.cs.cmu.edu/privacyillustrated/
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Being alone and creating 
private spaces

http://cups.cs.cmu.edu/privacyillustrated/

Me hiding under the covers 
in my bedroom

- Age 5

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/everything/DSCF6617.jpg


pipc.tech

Having space around you 
or between you and other 

people

http://cups.cs.cmu.edu/privacyillustrated/

Someone leaving me alone 
in the bathroom

- Eli, age 7

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/scitech-oct-2018/Oct-2018-Sci-Tech-Privacy-non-experts_Page_06.jpg
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Privacy from physical 
exposure

http://cups.cs.cmu.edu/privacyillustrated/

My sister knocking at my 
door when I’m changing

- Lucinda, age 8

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/scitech-oct-2018/Oct-2018-Sci-Tech-Privacy-non-experts_Page_12.jpg
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Privacy of thoughts and 
ideas

http://cups.cs.cmu.edu/privacyillustrated/

If people could read your 
thoughts that would be 

creepy

- Elizabeth, age 11

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/scitech-stem-festival-2017/Privacy-Scans-11-30-17_Page_6.jpg
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Surveillance

http://cups.cs.cmu.edu/privacyillustrated/

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/cmuprivacyday2015/CMUPrivacyDay2015drawings_Page_10.jpg
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Online privacy

http://cups.cs.cmu.edu/privacyillustrated/

Maya, age 11

http://cups.cs.cmu.edu/privacyillustrated/
http://cups.cs.cmu.edu/privacyillustrated/wp-content/gallery/everything/DSCF6682.jpg
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What are the ways that others define privacy?
We can find various definitions or approaches to 
defining privacy in...
● Fundamenta l right s  frameworks
● Laws  and regula t ions
● Principle s
● Socia l sc iences
● Conceptual theorie s  & scholarship
● Surveys
● Experiments
● Mathemat ics  
● Technical s t andards
● (and more )
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Privacy was once misconstrued as 
being about hiding and secrecy. Now 

it’s understood to be something much 
more pressing: power dynamics 

between the individual, the state and 
the market.  [Data protection] must 
seek to mitigate the inherent power 
imbalances between people —and 

those that collect, process and profit 
off their data.

- Frederike Kaltheuner
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Privacy Risks Are Often Not Immediately 
Apparent

Privacy risks can be...
● Incrementa l
● Unequal 
● Not  obvious
● Int rus ive



Whether a particular problem is classified 
as one of privacy is not as important as 
whether it is recognized as a problem

- Daniel Solove
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Defining Privacy Through Harms
Harm Description

Physical Harms Result in bodily injury or death

Economic Harms Monetary losses or a loss in the value of something

Reputational 
Harms

Injuries to an individual’s reputation and standing in the community (whether information is 
accurate or inaccurate)

Psychological 
Harms

Emotional 
Distress

Includes a wide range of emotions, including annoyance, frustration, fear, 
embarrassment, anger, and various degrees of anxiety.

Disturbance Unwanted intrusions that disturb tranquility, interrupt activities, sap time, and 
otherwise serve as a nuisance.

Relationship 
Harms

Causing damage to important relationships—whether personal, professional, or 
organizational—that are important for one’s health, well-being, life activities, and functioning 
in society because someone did not maintain the confidentiality of information they were given 
and therefore damaged trust.
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Defining Privacy Through Harms
Harm Description

Autonomy Harms

Restricting, 
undermining, inhibiting, 
or unduly influencing 
people’s choices

Coercion Impairment on people’s freedom to act or choose

Manipulation Undue influence over people’s behavior or decision-making

Failure to Inform Failure to provide people with sufficient information to make decisions

Thwarted 
Expectations

Information collection, use, or sharing that undermines people’s 
choices

Lack of Control Inability to make meaningful choices about one’s data or prevent the 
potential future misuse of it

Chilling Effects Inhibiting people from engaging in lawful activities

Discrimination Harms Entrenching inequality and disadvantaging people based on gender, race, national origin, 
sexual orientation, age, group membership, or other characteristics or affiliations. Can 
involve curtailment of autonomy, but also involves unequal treatment that creates shame 
and stigma and the societal consequence of further entrenching disadvantages.
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Defining Privacy

Not security or secrecy

Basic Principles
● Transparency
● Purpose  Limita t ion  
● Focused Collec t ion
● Respect  for Context
● Acces s  and Cont rol (inc luding Dele t ion)
● Security
● Accountability



The right of the people to be secure in 
their persons, houses, papers, and 

effects, against unreasonable searches 
and seizures, shall not be violated, and no 
Warrants shall issue, but upon probable 

cause, supported by Oath or affirmation, 
and particularly describing the place to 

be searched, and the persons or things to 
be seized.

- Fourth Amendment, U.S. Constitution



In order to protect the privacy of individuals identified 
in information systems maintained by Federal 

agencies, it is necessary and proper for the Congress 
to regulate the collection, maintenance, use, and 

dissemination of information by such agencies

- Privacy Act of 1974

Consumers need stronger laws to place them on a more equal footing when 
negotiating with businesses in order to protect their rights. Consumers should 

be entitled to a clear explanation of the uses of their personal information, 
including how it is used for advertising, and to control, correct, or delete it, 
including by allowing consumers to limit businesses’ use of their sensitive 

personal information to help guard against identity theft, to opt - out of the sale 
and sharing of their personal information, and to request that businesses 

correct inaccurate information about them.

- California Privacy Rights Act of 2020



pipc.tech

Common Law Foundations

Warren & Brandeis’ seminal article “The Right to Privacy” 
(1890): 

● Privacy as  the  “righ t  to be  le t  a lone”
● Inspired by new technologies  (ins tant  Kodak cameras ) & 

bus iness  mode ls  (newspaper ente rprise )
● Grounded in  tort  law (c ivil in juries / wrongs ) - not  cont rac t , 

t rus t s , IP/ mora l righ ts , property righ ts , t rade  secre t s



A man records in a letter to his son, or in his 
diary, that he did not dine with his wife on a 
certain day. No one into whose hands those 

papers fall could publish them to the world, even 
if possession of the documents had been 

obtained rightfully; and the prohibition would 
not be confined to the publication of a copy of 

the letter itself, or of the diary entry; the 
restraint extends also to a publication of the 

contents. What is the thing which is protected? 
Surely, not the intellectual act of recording the 
fact that the husband did not dine with his wife, 

but that fact itself. It is not the intellectual 
product, but the domestic occurrence.

- Warren & Brandeis



A right to privacy is neither a 
right to secrecy nor a right t 

control, but a right to 
appropriate flow of personal 

information…

- Helen Nissenbaum, Privacy in Context

https://www.goodreads.com/book/show/7677574-privacy-in-context


Privacy was once misconstrued as 
being about hiding and secrecy. Now 

it’s understood to be something much 
more pressing: power dynamics 

between the individual, the state and 
the market.  [Data protection] must 
seek to mitigate the inherent power 
imbalances between people —and 

those that collect, process and profit 
off their data.

- Frederike Kaltheuner
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Today’s Privacy Landscape
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Privacy Safeguards in Law, Code, and Norms

● Broad legal protections against unfair or deceptive 
use of data, violation of reasonable expectations of 
privacy

● Specific laws provide heightened protection for 
sensitive information (e.g., health, financial, kids)

● Technical measures reduce risk of unauthorized 
access (e.g., encryption, anti - scraping policies)

● Social norms constrain organizations and individuals 
who might otherwise use data in unexpected ways
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U.S. Patchwork of Privacy Laws

● 4th Amendment (search)/14th Amendment (due process) 
and state constitutional protections

● State and local law – torts for invasion of privacy, FOIA laws, 
surveillance ordinances

● Broad consumer protection laws
○ FTC – Section 5 of FTC Act, prohibits unfair or deceptive uses of 

data
○ State AGs – Unfair & Deceptive Acts and Practices laws (UDAP)
○ Self- regulation (binding commitments)

● Sectoral laws provide heightened protection for sensitive 
information (e.g., health, financial, kids) -- COPPA, HIPAA, 
FCRA, GLBA, FERPA, VPPA, DPPA, WireTap Act, etc.
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Many Recent Changes 
(more about this later)

● EU Genera l Data  Protec t ion Regula t ion
● California  Consumer Privacy Act  (and CPRA)
● Addit ional s ta te  consumer privacy laws
● Proposed fede ra l legis la t ion
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U.S. Patchwork of Privacy Laws
● “Code is law” – organizations design technical 

measures into devices and data flows that have 
much the same force as written laws

● Privacy by design (PbD) and privacy by default 
○ Technical measures that protect privacy and 

security
○ Demonstrate good faith, intent to respect 

privacy, comply with data protection laws
● Design of devices and interfaces influences 

consumer choices 
● Increasingly technical protections are 

implemented by end users or by platforms (e.g., 
app stores)

For example…
● Encrypt ion
● Loca l proces s ing
● Diffe rent ia l privacy
● MAC randomiza t ion  (iOS 

8 +)
● Device  pe rmis s ions
● Ad blocke rs  and ant i-

t racking software
● Do Not  Track s igna ls
● Ant i- s c raping tools
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Evolving Privacy Norms
● Social norms constrain organizations and 

individuals who might otherwise use data in 
unexpected ways
○ Creepy or cool?
○ Cultural and generational differences?
○ Where do we stand in an elevator?

● Influenced by a confluence of factors, including 
design choices and expectations about legal 
protections

● Norms exist at all levels of information 
exchange – from interpersonal, individual -
organizational, societal
○ New business models often impact more norms 

than they intend to. “Contextual integrity” is key

Controversial…

Cool!

Commonplace?
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What’s Next?
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U.S. Consumer Privacy Law
(Torts - very rarely pursued, vary by 
state)

Sectoral laws : cover some sectors or 
types of data, but not all

FTC & state UDAP laws : limited to unfair 
& deceptive practices, not all entities 

Missing: substantive comprehensive 
consumer privacy laws 

- All sectors/types of data
- Specific obligations on organizations 

Law Sector/Type of Data What is Not Covered:

HIPAA Healthcare 
institutions

sensitive health data 
collected by fitness apps, 
wearable devices, and real-
world data

GLBA Financial institutions data brokers, proxies for 
financial health

COPPA Data from children 
<13

data from teenagers

VPPA Video rental records data from mobile apps, web 
browsing history

FTC Act 
(Section 5)

(All) Commercial 
Data*

non-profits, government 
entities, exempt industries
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Changing Expectations
“Patchwork” of privacy laws leaves gaps
● Certain sectors/data types not covered by privacy laws
● Privacy harms that aren’t legally enforced/enforceable 
● Consumer confusion and resignation

“Notice & Consent” laws also under pressure 
● N&C model of privacy regulation: as long as consumers have an opportunity for notice and 

consent, their privacy is protected 
● Reality: No one reads privacy policies, and no one can negotiate for better practices 
● Concern: 

○ Puts the burden of protecting privacy onto individual consumers; 
○ Leaves businesses uncertain about what practices are acceptable (or not)

GDPR’s influence 
● Comprehensive data protection obligations - far beyond “Notice & Consent”
● Mega privacy fines & extraterritorial scope
● C- suite attention to data protection
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Changing Expectations

Response: New generation of proposed privacy laws that 
are:
● Comprehensive (all sectors/data)(almost all 

organizations)
● Put clear, proactive obligations on companies to protect 

personal data
● Adopt many (not all) GDPR concepts (controllers, 

processors, etc.)
● Create new* substantive rights for individuals

○ Access
○ Correction
○ Deletion (/erasure/Right to be Forgotten)
○ Portability
○ Restrict processing - e.g., opt- out of sale/sharing, 

targeted advertising, profiling
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Changing Expectations

California Consumer Privacy Act (CCPA):
● Economy size + extraterritorial scope = de facto 

US law
● First introduced as a ballot initiative 

spearheaded by privacy activists, following 
Cambridge Analytica and GDPR coming into 
effect

● “Do Not Sell My Personal Information” + basic 
access, deletion, and transparency 
requirements

● Amended in Nov. 2020 by ballot initiative: 
California Privacy Rights Act (CPRA) - some new 
protections for sensitive data, and established a 
state privacy agency
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Changing Expectations
Hundreds of bills introduced in states:
● 38 states introduced more than 160 

consumer privacy related bills in 2021 
(compared to 30 states in 2020 and 25 in 
2019), with comprehensive privacy 
legislation introduced in 25 states.

● Proposed state legislation in 28 states this 
session (including Georgia - SB 394)

● Four have become law: California, Virginia, 
Colorado, and Utah

● “California model” - similar to CCPA, with 
“Do Not Sell” provisions

● “Washington model” - similar to (failed) 
Washington State efforts, with broader 
individual rights, risk assessments, and 
GDPR- like definitions

https://iapp.org/resources/article/us-state-privacy-legislation-tracker/
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Changing Expectations
Dozens of federal bills
● 116th Congress (Jan 2019 - Jan 2021): 

20+ comprehensive bills introduced in 
the Senate and House (none passed); 
the most significant legislation was 
introduced by leading Democratic and 
Republican leaders in the Senate 
Commerce Committee

● 117th Congress (Jan 2021 to present): 
30+ bills introduced so far; greater 
variety of issues (e.g. content 
moderation, anti - trust)

● Stuck on two key issues: enforcement & 
preemption

https://iapp.org/resources/article/us-federal-privacy-legislation-tracker/
https://iapp.org/resources/article/us-federal-privacy-legislation-tracker/
https://iapp.org/resources/article/us-federal-privacy-legislation-tracker/
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Federal Legislative Roadblocks
Businesses and Conservatives 
prefer:

Advocates and Liberals prefer:

Preemption: How far 
will a federal law 
preempt, or nullify, 
state laws?

Strong preemption (nullify most 
state privacy laws, such as CCPA) -
single standard, legal uniformity, 
impracticalities of complying with 
inconsistent standards across state 
lines (particularly for online and 
mobile data)

Less or no preemption - concerns 
over a weak national law preventing 
further progress in states; desire to 
allow states to continue innovating, 
raising the bar, and responding to new 
technology

Enforcement: Should 
individuals be 
permitted to 
challenge violations 
of the law in court?

FTC Enforcement only - single 
national standard, legal predictability 
and uniformity compared to federal 
court system, costs, concerns over 
abusive or meritless class action 
litigation

FTC Enforcement + Strong Private 
Right of Action - incentivizes 
compliance, codifies the right of the 
individual to have their “day in court,” 
parallels to anti-discrimination law in 
US history
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California Consumer Privacy Act (CCPA) + 
California Privacy Rights Act (CPRA)

● Key procedural features:
○ Complicated legislative history (ballot initiatives, amendments, AG regulations, oh my!) 
○ Complicated oversight - AG rulemaking, new privacy agency CPPA

■ CCPA already in effect; some CPRA provisions already in effect, some come into 
effect in 2023

■ 6 months between going into effect & enforcement
● Numerous exemptions (including publicly available information), scope limited to for -

profit businesses of a certain size 
● Key substantive rights:

○ Transparency; Right to Access (in portable format); Right to Delete;
○ “Do Not Sell My Personal Information” button

■ “Personal information” and “sell” defined broadly (CPRA extends to “sell or share”)
○ Right to limit use of sensitive personal data
○ Non- discrimination/retaliation against consumers who exercise their rights
○ Regulations promulgated by the California AG:

■ prohibit “dark patterns” in responding to opt - out requests
■ require companies to honor global opt - out signals sent by browser plug - ins or similar 

tools (a subject of ongoing dispute)
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Virginia Consumer Data Protection Act 
(passed 2021; in effect 2023)

● Key procedural features:
○ Derived from the 2019 Washington Privacy Act (bill, didn’t pass)
○ Enforcement by Attorney General
○ No rulemaking
○ Definitions align more closely with GDPR - e.g. Controller/Processor distinction

● Numerous exemptions (including publicly available information), scope limited to for - profit 
businesses of a certain size 

● Key substantive rights:

○ Transparency; Right to Access (in portable format); Right to Delete
○ Rights to Opt - Out of Sale, Targeted Advertising, and/or Profiling in Furtherance of Legal or Similarly 

Significant Effects
■ “Sale” defined more narrowly than CCPA

○ Controllers must conduct data protection risk assessments for high - risk processing
○ Affirmative consent required to collect “sensitive data” (revealing racial or ethnic origin, religious 

beliefs, mental or physical health diagnosis, sexual orientation, or citizenship, or immigration status; 
genetic or biometric data; precise geolocation data).
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Colorado Privacy Act (passed 2021; in effect 
2023)

● Key procedural features:
○ Similarities to both CCPA and VCDPA
○ Enforcement by Attorney General
○ Additional rulemaking from Attorney General will provide further specificity

● Numerous exemptions (including publicly available information), scope limited to for - profit 
businesses of a certain size 
○ Includes non - profits! 

● Key substantive rights:
○ Consumer righ ts  to access , de le te , correc t  da ta , and to opt - out  broadly to sa le , t a rge ted advert is ing, 

and profiling (like  VCDPA)
○ Cont rolle rs  mus t  conduct  da ta  protec t ion risk as ses sments  for h igh- risk process ing
○ Affirmat ive  consent  required to collec t  “sens it ive  da ta” (revea ling rac ia l or e thnic  origin , re ligious  

be lie fs , a  menta l or phys ica l hea lth  diagnos is , s ex life  or s exua l orienta t ion, or c it izensh ip or 
c it izensh ip s ta tus ; gene t ic  or biomet ric  da ta ; persona l da ta  collec ted from a  known ch ild)

○ Beginning in  20 24 , cont rolle rs  will be  required to a llow consumers  to exerc ise  the ir righ t  to optout  
th rough a  "user- se lec ted universa l opt - out  mechanism tha t  meets  the  technica l spec ifica t ions  
es tablished by the  At torney Genera l” 

○ Companies  mus t  es tablish  appea ls  procedures  for denia ls  of consumer righ ts
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Utah Consumer Privacy Act (passed 2022; in 
effect December 2023)

● Key procedural features:
○ Similarities to Colorado and Virginia laws
○ Enforcement by Attorney General
○ Additional rulemaking from Attorney General will provide further specificity

● Key substantive rights:
○ Consumer rights to access, delete, and to opt - out broadly to sale and targeted advertising. It does 

not include a right to correct inaccurate personal data or to opt - out of significant profiling decisions, 
and also does not include affirmative, opt - in consent for the collection and processing of sensitive 
data.

○ Covered businesses have transparency requirements and new data security obligations (no data 
protection risk assessments required)

● Enforcement:
○ Delegates exclusive enforcement authority to the Utah Attorney General but would require a 

consumer complaint process prior to initiating an enforcement action.
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Some Key Differences between the State Laws
● Which organizations are covered by the law

○ Non- profits in Colorado, but not VA or CA
○ Control or process data of 50,000 consumers (CA) vs. 100,000 consumers (VA, CA) annually; 

etc. 
● What constitutes sensitive data

○ California, unlike Virginia or Colorado, includes “union membership,” “philosophical beliefs”, 
“sex life”, “genetic data,” “contents of a consumer’s mail, email, and text messages”, 
government ID numbers

○ Virginia and Colorado, unlike California, includes: “citizen or immigrant status” and data from a 
“known child”

● Compliance specifics… 
○ What has to go into your privacy policy
○ What triggers a data protection assessment
○ How to respond to access requests (DSARs); etc.



pipc.tech

Push on Enforcement: FTC
US Federal Trade Commission
● Background

○ Independent agency with consumer 
protection & antitrust missions

○ May initiate an enforcement action using 
either an administrative or judicial process;
■ If a company violates a final order, it is 

liable for a civil penalty for each violation.
■ Can refer to U.S. Dep’t of Justice for 

criminal penalties
○ Rulemaking authority (akin to implementing 

acts/decisions of the European Commission, 
but broader)

Novelties
● Innovat ive  enforcement  

toolbox (de le t ion  of 
proprie ta ry a lgorithms )

● Lina  Khan (ant it rus t  
s chola r) appointed as  Chair

● Non- t radit iona l 
Rulemaking de ta iling 
Sec t ion  5 (unfa ir & 
decept ive  commerc ia l 
prac t ices ) on  the  horizon



pipc.tech

Push on Enforcement: State AGs
Notable recent enforcement by State Attorneys 
General (“AGs”) under e.g. the Children’s Online 
Privacy Protection Act (“COPPA”)
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This Month in Privacy…

https://abcnews.go.com/Technology/wireStory/irish-regulator-fines-facebook-privacy-law-violations-83457630
https://www.jdsupra.com/legalnews/buyers-beware-the-ftc-s-case-against-1387315/
https://www.marketplace.org/shows/marketplace-tech/consumer-privacy-is-being-decided-state-by-state/
https://www.jdsupra.com/legalnews/wyoming-enacts-genetic-data-privacy-act-2236173/
https://iapp.org/news/a/bidens-sotu-remarks-put-childrens-privacy-front-and-center/
https://www.azmirror.com/2022/03/25/apple-digital-drivers-license-in-arizona-raise-privacy-concerns/
https://www.medicaleconomics.com/view/privacy-group-issues-warning-about-danger-to-patient-information
https://www.eff.org/deeplinks/2022/03/stop-invasive-remote-proctoring-pass-californias-student-test-taker-privacy
https://appleinsider.com/articles/22/03/28/ad-industry-worried-about-expansion-of-apples-iphone-privacy-features
https://securityboulevard.com/2022/03/us-eu-tentatively-agree-on-trans-atlantic-data-privacy-framework/
https://www.natlawreview.com/article/utah-consumer-privacy-act-newest-state-privacy-act-signed-law
https://www.cpomagazine.com/data-protection/ccpa-data-privacy-trends-report-data-subject-requests-indicate-california-consumers-are-quick-to-assert-their-privacy-rights/
https://www.nytimes.com/2022/03/15/technology/california-privacy-agency-ccpa-gdpr.html
https://www.politico.com/newsletters/morning-tech/2022/03/29/could-congress-fix-ai-bias-with-privacy-rules-00021193


Questions?

Amelia Vance
Founder and President

Public Interest Privacy Consulting
avance@pipc.tech

www.pipc.tech
@ameliaivance 

http://www.pipc.tech
https://twitter.com/ameliaivance
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